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Aufgabe 5.1: Netzwerkaufteilung bestimmen

Aufgabe 5.1.1: Netzwerke

IP -Adresse Subnetz-Maske

VLAN_AB 192.168.1.1 255.255.255.192

Rechner PC_A 192.168.1.2 255.255.255.192

Rechner PC_B 192.168.1.3 255.255.255.192

VLAN_C 192.168.1.65 255.255.255.192

Rechner PC_C 192.168.1.66 255.255.255.192

Aufgabe 5.2: VLAN

Aufgabe 5.2.1:  Inbetriebnahme Summit24e3

Herstellen der Verbindung

Als erstes stellen wir eine Verbindung zwischen PC_A und dem Summit24e3 her. Dazu wird zuerst 
hardwareseitig eine Verbindung mittels seriellen Kabel zwischen beiden Geräten hergestellt. 

Konfiguration Summit24e3

Die Konfiguration wird mittels dem Programm „minicom“ durchgeführt. Nach Aufruf des 
Programmes wird im Untermenü „Serial Port Setup“ folgende Einstellungen getätigt:



Anschliessend werden diese Einstellungen unter „Speichern als dfl“ gespeichert und die 
Verbindung mit „Verlassen“ aufgebaut:

Grundkonfiguration des Switches

Nachdem wir die Verbindung mit dem Summit24e3 hergestellt haben, loggen wir uns als Admin 
auf diesem ein, um einen Benutzeraccount für unsere Gruppe zu erstellen:

Wir erstellen uns eine Adminaccount, um später alle notwendigen Einstellungen vornehmen zu 
können:

Um unseren Account zu überprüfen, loggen wir uns mit „exit“ zuerst aus dem allgemeinen 
Adminaccount aus und anschliessend mit unserem Benutzernamen „gruppe01“ ein:



Aufgabe 5.2.2:  Konfiguration Rechner A

Um den Rechner A und den Summit24e3 zu verbinden, wird zuerst eine hardwareseitige 
Verbindung mittels Patchkabel zwischen Netzwerkkarte (Rechenr A) und Port 1 (Summit24e3) 
hergestellt. Anschliessend werden die Netzwerkeinstellungen wie folgt vorgenommen:

Erläuterung:

Name: PC_A
Adresse: 192.168.1.2

=> Die Adresse wurde laut Aufgabenstellung (siehe Aufgabe 5.1) bestimmt.
Subnet-Maske: 255.255.255.192

=> Die Subnet-Maske bezeichnet ein Klasse-C-Netz, wobei die .192 am Ende  
eine Vierteilung des IP- Bereiches definiert, indem der erste Bereich 
(einschliesslich PC_A und PC_B) die IP- Adressen von 1 – 63 zugeordnet 
bekommt. Dies ist notwenidg, da ein Port nicht zwei virtuellen Netzwerken 
zugeordnet werden kann.



Aufgabe 5.2.3: Einrichten VLAN

Zuerst wird das VLAN_AB eingerichtet und eine IP- Adresse dafür zugewiesen:

Erläuterung:

Der Befehl config vlan bezeichnet den Befehl zu Erstellung eines VLANs. Anschliessend wird der 
Name „VLAN_AB“, sowie IP- Adresse „192.168.1.1“ und Subnetztmaske „255.255.255.192“ 
zugewiesen. 

Anmerkung:

Im Screenshot ist fälschlicher Weise die Subnet-Maske „255.255.255.0“ zu sehen, obwohl diese 
jedoch wie in der Erläuterung „255.255.255.192“ lauten muss. Diese Einstellung wurde im Versuch 
von uns im Versuch später korrigiert:



Aufgabe 5.2.4: Konfiguration Rechner B

Um den Rechner B und den Summit24e3 zu verbinden, wird auch hier zuerst hardwareseitig eine 
Verbindung mittels Patchkabel zwischen Netzwerkkarte (Rechner B) und Port 2 (Summit24e3) 
hergestellt. Anschliessend werden die Netzwerkeinstellungen wie folgt vorgenommen:

Erläuterung:

Name: PC_B
Adresse: 192.168.1.3

=> Die Adresse wurde laut Aufgabenstellung (siehe Aufgabe 5.1) bestimmt.
Subnet-Maske: 255.255.255.192

=> Rechner B befindet sich somit im gleichen Netzwerk wie Rechner A und 
können somit kommunizieren.

Aufgabe 5.2.5: Test der Verbindung

Um die Kommunikationsmöglichkeit zwischen beiden Rechnern zu überprüfen, haben wir vom 
Rechner B aus den Rechner A angepingt, was zu einer erfolgreichen Antwort führte:



Aufgabe 5.3: Forwarding

Aufgabe 5.3.1: Konfiguration Rechner C

Um Rechner C zu konfigurieren wird analog zu Rechner A und B vorgeganngen. Auch hier wird 
erst hardwareseitig eine Verbindung zum Switch mittels Patchkabel an Port 89 hergestellt. 
Anschliessend werden folgende Netzwerkeinstellungen vorgenommen:

Erläuterung:

Name: PC_C
Adresse: 192.168.1.66 
Subnet-Maske: 255.255.255.192

=> Rechner C befindet sich somit in einem anderen IP- Bereich wie Rechner 
A und B und können somit nicht ohne Weiters kommunizieren.

Anmerkung: Auch hier muss die Subnetmaske mit 255.255.255.192 ersetzt werden.



Aufgabe 5.3.2: Einrichten des zweiten VLAN

Um das zweite virtuelle Netzwerk VLAN_C einzurichten, wird ähnlich wie bei VLAN_AB 
vorgegangen:

Erläuterung:

Der Befehl config vlan bezeichnet den Befehl zu Erstellung eines VLANs. Anschliessend wird der 
Name „VLAN_C“, sowie IP- Adresse „192.168.1.65“ und Subnetztmaske „255.255.255.192“ 
zugewiesen. 

Aufgabe 5.3.3: Einrichten des Forwarding

Das Forwarding ermöglicht es, das virtuelle Netzwerke untereinander kommunizieren können.
Der Befehl „enable ipforwarding“ gibt die folgend genannten VLANs zur Kommunikation frei:

Zur Überprüfung der Freigaben haben wir uns die VLANs anzeigen lassen:

Aufgabe 5.3.4: Test der Verbindung

Um die Verbindung zwischen beiden Netzwerken zu testen, habe wir auch hier den Ping-Befehl 
benutzt, welcher ein erfolgreiches Ping-Signal lieferte:



Aufgabe 5.4: Link Aggregation

Aufgabe 5.4.1: Anlegen des dritten VLANs

Um das dritte VLAN (VLAN_ALL) einzurichten, haben wir uns wieder auf den Summit24e3 
angemeldet und sind wie folgt vorgegangen:

Erläuterung:

Der Befehl config vlan bezeichnet den Befehl zu Erstellung eines VLANs. Anschliessend wird der 
Name „VLAN_ALL“, sowie IP- Adresse „192.168.0.10“ und Subnetztmaske „255.255.255.192“ 
zugewiesen. 

Aufgabe 5.4.2: Kofiguration der Link Aggregation

Zu Beginn haben wir die physikalische Verbindung zwischen Summit24e3 und Summit48si mittels
vier Patchkabel hergestellt. Dabei haben wir die vier Patchkabel an die Ports 17-20 des Summit48si 
angeschlossen.

Um die Link Aggregation zu aktivieren wurden von uns folgende Eingaben getätigt:

Erläuterung:

Der Befehl enable sharing aktiviert die Linkaggregation. Die folgende Portstelle legt einen Master 
für alle Verbindungen fest, der bei einfacher Nutzung bevorzugt behandelt wird. Anschliessend 
wird der Portbereich definiert, auf denen die Verbindung aufgeteilt wird.

Anmerkung:

Alle weiteren Aufgaben konnten von uns nicht behandelt werden, da der Rechner mit der IP-
Adresse 192.168.0.1 nicht funktionsfähig war.

Ende des Versuches:

Nach Durchführung des Versuches haben wir den Ausgangszustand wieder hergestellt und unseren 
Account mit dem Befehl „delete account gruppe1“ gelöscht.


